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Who we are 

Pointer Ltd is committed to protecting all its customers, suppliers and team members by maintaining 
best practice data protection processes in line with all UK and EU law including the General Data 
Protection Regulations (GDPR). 

Pointer Ltd is engaged in selling goods and services to corporate and public-sector enterprises and all 
marketing activity is directed at these enterprises. In the legitimate pursuit of this business, we may 
hold data on individuals working in these organisations. This data is limited to name, job title, 
organisation email address, telephone numbers and signatures. We do not hold personal data such 
as home addresses or any personal credit card details. We may hold bank details for customers 
depending on their method of payment. For any domestic or small commercial customers, we will 
hold name, address and contact information. We do not store credit or debit card information on our 
systems. 
Your rights 

You have the right to object to how we process your personal information. You also have the right to 
access, correct, sometimes delete and restrict the personal information we use. In addition, you have 
a right to complain to us and to the Information Commissioners Office. Our Data Protection Officer for 
Customer Information is our Administration Manager. 
How we gather Personal Information 

In addition to the information you provide directly, we collect further information, for example from 
third party credit references and from looking at how you have used services we offer. Sometimes for 
your safety and for legal reasons we collect personal information by recording or monitoring calls and 
from CCTV. 
We may ask you to provide contact information on our website to provide feedback or questions, the 
data submitted will be processed securely following our Information Security Management System 
processes. 

How we use Personal Information 

We use your personal information (including Credit Checks) to provide you with products and 
services, to comply with the law and enforce our legal rights (including debt recovery), and to improve 
and market our products and services. 

Our Products and Services 

We need some personal information before we can provide our products and services to you. This is 
limited to names and contact information. In some cases, we won’t be able to provide products and 
services to you if we don’t have all the personal information we need. 
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Sharing and Transferring Information 

We share personal information with our suppliers and other third parties where needed to provide you 
with the best products and services (see Our Partners section). Some suppliers / partners may be 
outside the EEA area, where this is the case, only basic information will be shared. 

We also share information with regulators, legal representatives and law enforcement, we will not 
process, store this personal information outside countries in the EEA. 
Keeping Personal Information 

We keep your personal information securely, for as long as we need to for the purposes described. Your
Consent 
We are required to use some personal data to meet regulatory requirements and to perform a contract 
with you. We will not pass your information onto other organisations other than those identified below 
in fulfilling your contact. 

Our Partners 

We will share name and contact information with our Security Monitoring Service and our Out of 
Hours Telephone Answering Service, Emergency Response Organisations such as Police Forces, Fire 
Brigades or Keyholding Services. Financial services such as Credit Check Services, Banking Services. 
We also require that our suppliers follow local data protection laws / GDPR. 
Our Commitment 

Pointer is registered to CyberEssentials Plus and ISO 27001 and externally audited by a UKAS 
Certification Body on how we gather, process, store and destroy information we hold. 

We have introduced control measures to protect the data we hold, and we have the ability to prevent, 
detect and report data breaches in line with GDPR and ISO 27001 through our Information Security 
Incident Reporting Process. 


